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Abstract — Bandwidth management in 802.11 wireless networks 
is becoming the main issue that should be overcome for IP 
multimedia services delivery such as IPTV, VoD, VoIP, etc. 
In this paper, we propose an adaptive bandwidth allocation 
based on adaptive transmission opportunity to overcome the 
guaranteed bandwidth issue. This scheme allows the video stream 
to take up the 802.11 channel proportionally to its throughput by 
adjusting the channel access priority according to the video 
transmission rate and the type of video frames (i.e. I, P, or B 
pictures). In this regards, the 802.11 MAC layer is augmented 
with an application-awareness that exploits RTP-level 
information for grouping and transmitting video frames. 
Performance evaluations using an experimental test-bed show the 
capability of our proposal to guarantee bandwidth for video 
streaming application while reducing considerably packet video 
loss compared to a conventional system. 

Index-terms: Packet Video, QoS, TXOP, Streaming, 802.11, 
Cross-Layer Design. 

I. INTRODUCTION 

During this last decade, the 802.11 wireless networks have 
evolved rapidly from novelty into necessity technology for the 
last mile connection. The 802.11 WLAN is used currently for 
delivering all IP services such as data, voice, video, and 
multimedia. However, the wireless transmission undergoes the 
QoS issue that should be considered for wide acceptance of 
these services by end-users. Maintaining the QoS continuity 
for multimedia streams over 802.11 networks is challenging 
due to some intrinsic wireless transmission properties such as 
fast fading, co-channel interferences, and shadowing. The 
extra-overhead introduced by the 802.11 medium access 
control such as long headers size, inter-frame spaces, back-off 
time, and acknowledgments [1] make the situation more 
difficult. The bandwidth guarantee is also an issue as the 
channel is shared among different concurrent streams of 
different natures and requirements.  

To cope with wireless transmission characteristics, the 802.11 
specification [2] proposes some mechanisms to improve the 
transmission performance and reliability such as MAC frame 
retransmission using a limited number of retry and MAC 
fragmentation. With the same focus, others mechanisms were 
proposed by different studies such as the link rate adaptation 
by switching among different modulations and channel coding 
[3] and adjusting the transmission power. The overhead 
introduced by the 802.11 MAC layer was also tackled by new 
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mechanisms such as frame concatenation [4], piggyback [4], 
and frame grouping [5].  

However, when used alone, the above mentioned mechanisms 
aim to increase the reliability of transmission without any 
consideration for application-level traffic characteristics, type 
of service, and quality of service required per stream. Many 
research works have started to consider a joint cooperation 
between the service level, network level, and data link level to 
improve some aspect of the QoS. In this context, the cross 
layer design has emerged as new paradigm to allow an 
interlayer communication and configuration for QoS 
continuity and provisioning [6]. The cross-layering is 
generally considered as an improvement of the layered 
architecture by defining new interfaces at each layer to allow 
the collaboration between the adjacent and non adjacent 
layers.  

This paper fills in the category of cross-layer design for video 
QoS provisioning over 802.11 wireless networks. Thus, we 
propose a bandwidth control scheme based on adaptive 
transmission opportunity (TXOP) to overcome the guarantee 
bandwidth issue for real-time video packets delivering. The 
proposed mechanism allows the video stream to take up the 
802.11 channel proportionally to its throughput by adjusting 
the access time according to the video throughput and the type 
of the video frame being delivered (i.e. I, P, or B pictures).  

Different cross-layer techniques proposed in the literature 
were focused on MAC and physical (PHY) layers interactions 
in order to adjust 802.11 MAC mechanisms according to the 
wireless channel state. In our approach, we propose an 
application/MAC level interaction by exploiting in-band 
signalling information presents at RTP-level header. For this 
purpose, the 802.11 MAC layer is augmented with an 
application-awareness which allows it to send the MAC 
frames belonging to the same video picture in burst mode 
without a new contention round. However, the contention is 
maintained between video pictures to avoid the channel 
monopolization (for example: passing from I to P picture). 

The remainder of this paper is organized as follow: Section II 
introduces the overhead and the bandwidth management issues 
in the 802.11 link layer. Section III details our proposed 
bandwidth control scheme based on adaptive frame group size 
(i.e. Adaptive TXOP). Section IV presents performance 
evaluations of the proposed scheme and details the conducted 
experiments. Finally, section V concludes the paper. 
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II.	 THE OVERHEAD AND THE BANDWIDTH 
MANAGEMENT IN 802.11 LINK LAYER 

It is generally known that the transmission performances are 
degraded in wireless network in terms of bandwidth. This 
means that there is a big difference between the rate provided 
by the physical layer and the rate that can be achieved by the 
application layer. The difference is caused mainly by the time 
overhead introduced by the 802.11 link layer mechanisms for 
each transmitted frame. At the physical level, this time 
corresponds to the transmission of the physical preamble 
(PLPC preamble and PLCP header) which is generally 
transmitted with low bit rate (1Mbits/s or 2Mbits/s). At the 
MAC level, this time includes the Inter Frame Spacing (IFS) 
waiting intervals and the backoff time which assure the 
channel access fairness in the Distributed Coordination 
Function (DCF). 

Thus, the total overhead time introduced by the 802.11 link 
access called toverhead can be calculated according to the 
equation Eq.1. It includes the Distributed IFS (DIFS) interval 
tDIFS, the backoff time tbackoff, the transmission time of the 
physical header of the frame tPHY_header, the transmission time 
of the MAC header tMAC_header, the Shortest IFS (SIFS) interval 
tSIFS, the reception time of the physical header of the 
acknowledgment tack_PHY_header, and the reception time of the 
acknowledgment tack. It is important to notice that the 
RTS/CTS frames are not considered in this equation. 

t = t + t + t + toverhead DIFS backoff PHY _ header MAC _ header Eq. 1 
+ t + t + tSIFS ack _ PHY _ header ack 

For a particular physical rate, the toverhead value depends mainly 
on the tDIFS and the tbackoff. In contrast, the tDIFS value depends 
on the channel state while the tbackoff fluctuates randomly and 
depends on the success or the failure of the last transmissions. 

In order to reduce the toverhead which represents the main issue 
for the performance degradation (rate, delay, and jitter) in the 
wireless access networks, many mechanisms have been 
proposed during the last years: the frame concatenation [4], 
the frame piggybacking [4], and the frame grouping [5]. 

The frame concatenation mechanism consists of grouping in 
one MAC packet data unit all the service data units that have 
the same destination by adding a small concatenation header. 
This allows sharing the toverhead among different service data 
units. However, this mechanism is limited in providing QoS 
guarantee due to frame corruption during the wireless 
transmission since the corruption probability increases by 
increasing the number of concatenated frames. Consequently, 
the number of service data units should be limited and should 
be determined according to the wireless channel conditions 
and traffic characteristics. 

The frame piggybacking mechanism is useful in an active 
bidirectional communication between two stations. It allows 
the receiving station to send its data frames within the 
acknowledgements packets returned to the sender. This allows 
the station to save the access channel time by tDIFS + tbackoff. 
However, this mechanism does not provide any advantage for 
one way communication such as video streaming. 

In this paper, we are more interested to the frame grouping 
mechanism which allows sharing tDIFS+ tbackoff time interval 
among different MAC frames having the same destination. 
The benefit of this mechanism relays on MAC frames 
transmission in burst mode without releasing the channel. To 
keep the control over the channel, the successive MAC frames 
transmissions are separated by SIFS interval which is shorter 
than DIFS. The frame grouping is inspired from the 
fragmentation burst introduced by the 802.11 specification 
when the MAC fragmentation is employed. In this 
configuration, all fragments belonging to the same MAC 
service data unit are sent in burst without a new contention for 
each fragment. Figure 1 illustrated the difference between the 
frame grouping transmission and the standard transmission. 

DIFS BT SIFS DIFS BT SIFS DIFS BT SIFS 

Frame1 Frame2 Frame1 

Ack Ack Ack 

Frame grouping 

Frame1 

Ack 

BTDIFS SIFS SIFS 

Frame1 

Ack 

SIFS SIFS 

Frame1 

Ack 

SIFS 

Figure 1: The frame grouping (down figure) compared to a 
standard transmission (top figure) 

The frame grouping has many advantages: (1) it avoids the 
frames corruption by avoiding increasing the frame size 
transmitted over the wireless channel compared to frame 
concatenation mechanism, (2) it shares the channel access 
time among many frames, and (3) it allows bandwidth control 
by guaranteeing the rate for the delivered data at the link 
access level since different frames can be sent once the 
channel is obtained.  

The frame grouping mechanism is used in IEEE 802.11e 
standard. This last improves the media access control layer of 
IEEE 802.11 to satisfy different QoS requirements by 
introducing two channel access functions: the enhanced 
distributed channel access (EDCA) and the Hybrid 
Coordination Function (HCF) Controlled Channel Access 
(HCCA). In Enhanced Distributed Channel Access (EDCA) 
model, each Access Category (AC) has a particular 
transmission opportunity (TXOP) that represents a time 
interval in which the AC has the capability to send in burst 
many frames in the same way as the frame grouping. Table 1 
resumes the TXOP default values proposed by the IEEE 
802.11e standard. 

Classe 
AC_BK 

Background 
AC_BE 

Best Effort 
AC_VI 

VIdeo 
AC_VO 

VOice 

TXOP 
(ms) 

FHSS 0 0 6.016 ms 3.264 ms 

DSSS 0 0 3.008 ms 1.504 ms 

Table 1 : TXOP values in the IEEE 802.11e standard 

Regarding the HCCA mechanism, the TXOP is specified for 
each QSTA (QoS station) according to the TSPEC (Traffic 
specification) transmitted to the QAP (QoS Access Point).  

To allow bandwidth guarantee for real-time streaming 
applications, we have employed an adaptive frame grouping 
mechanism leading to an adaptive TXOP interval. Our 
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mechanism allows sending MAC frames belonging to the 
same video frame in burst without a new contention round.  

However, an important challenge is arisen when the frame 
grouping mechanism is used : How to delimitate the time 
interval during which the frames can be sent in burst? This 
time interval should achieve two mains goals: (1) guarantying 
the bandwidth in correlation with the application throughput 
and (2) avoiding the channel monopolization when different 
frames are concatenated. 

To overcome this challenge, we have made the frame 
grouping mechanism independent from the time in comparison 
with 802.11e standard. Indeed, instead of fixing the TXOP 
interval for each AC, we propose to determine the number of 
frames that should be sent in burst mode. This allows our 
mechanism to be independent from the physical rate. To 
illustrate this purpose, let us take the 802.11e access category 
AC_VI which is defined specially for video transmission. In 
this AC, the TXOP interval is equal to 3.008 ms (see Table 1). 
With an average frame size equal to 1512 bytes and a physical 
rate equal to 2 Mbits/s, only 4 frames can be sent in burst. 
However, when the physical rate increases to 11 Mbits/s, 22 
frames can be sent in burst. 

Adaptive TXOP is not a new solution in 802.11 networks. In 
[7][8], an adaptive transmission opportunity scheme is 
proposed. It allows the station to have a rate adaptation 
capability by dynamically configuring its TXOP limit within 
the maximum TXOP value of IEEE 802.11e. In [9], the 
authors propose modifying the TXOP interval dynamically 
based on the packets in the queue, so that fragments of the 
same packet are sent in the same TXOP interval. However, 
this mechanism is dependent on the physical rate of the 
channel. All the above mentioned research works and many 
others do not consider the traffic characteristics (i.e. type of 
the delivered video pictures: I, P or B), and the current traffic 
throughput (i.e. support of Variable Bit Rate “VBR” video 
streaming) as proposed by our scheme.  

Therefore, our mechanism determines the relevant number of 
MAC frames that forms a TXOP interval rather than fixing its 
value (as done by 820.11e). These MAC frames create a group 
and the challenge is to determine the size of this group to 
allow bandwidth guarantee. To reach this goal, intensive 
experiments have been performed to compare different 
strategy of frames group size ranging from fixed (i.e. 802.11e) 
to adaptive. This study will be presented in next Sections. 

III. ADAPTIVE FRAMES GROUP SIZE 

To illustrate the proposed bandwidth guarantee mechanism 
based on MAC-level video frame grouping, Figure 2 shows an 
example of an adaptive frames group size taking a video 
Frame (i.e. I, P, B Pictures) as a group delimiter. Picture m and 
Picture m+1 create two separate groups. 

In Our proposal, we define a group as a video picture (or 
Video Frame) which is broken into multiple RTP video 
packets at the application level framing. The RTP packet size 
depends on the maximum transfer unit of network 

(approximately 2301 bytes for 802.11 and 1500 bytes for 
Ethernet LAN) in order to avoid the fragmentation at the 
network and MAC layer. The number of RTP packets 
generated from one video picture depends mainly on the video 
throughput and the picture type (i.e. I, P, or B pictures) used in 
the MPEG coding. 

Picture m Picture m+1 

RTP n RTP n+1 RTP n+2 RTP n+3 RTP n+4 RTP n+5 

Video Frame grouping 

Frame 
n 

Ack 

BTDIFS 

Frame 
n+1 

Ack 

Frame 
n+2 

Ack 

Frame 
n+3 

Ack 

SIFS 

Frame 
n+4 

Ack 

Frame 
n+5 

Ack 

BTDIFS SIFS SIFS SIFS SIFS SIFS SIFS 

Video Frame grouping 

SIFS SIFS SIFS 

Figure 2 : Bandwidth guarantee based on MAC-level Video 

Frame Grouping
 

It is clear that the number of RTP packets increases 
proportionally according to the video throughput. For a 
particular video throughput, the number of RTP packets in 
I-picture is higher than P-picture which is higher than 
B-picture. Table 2 illustrates the average number of RTP 
packets (1450 octets) per picture type coded at different 
throughput of the same MPEG-4 video sequence. 

Number of RTP packets 

Video throughput I P B 
500   Kbits/s 7 2 1 
1   Mbits/s 12 5 2 
1.5    Mbits/s 16 7 3 
2   Mbits/s 20 10 5 
2.5    Mbits/s 20 12 6 
3   Mbit/s 24 14 7 

Table 2 : Average number of RTP packets per video picture 

Using a video picture as a group delimiter in the frame 
grouping mechanism provides a dynamic frame group size. 
This latter will be not fixed as proposed by 802.11e but it will 
be rather dependent on video throughput and will be 
independent from the physical rate (e.g. [9]). This allows a 
correlation between the number of MAC frames sent in burst 
and the video throughput at the application level. The 
mechanism avoids the channel monopolization since after 
each video picture transmission the sender should contend 
with concurrent streams to gain the access to wireless channel 
with the same priority. 

The frame grouping mechanism is performed at the 802.11 
MAC layer by using application-level information. It is MAC 
centric approach in which the MAC layer is augmented with 
an application-awareness to recognize a video picture at the 
MAC level. For this purpose, the MAC layer exploits the in­
band RTP signalling information available in the MAC frame 
payload. The RTP header provides timestamp information 
which can be used to distinguish among different video 
picture. The timestamp reflects the sampling instant of the first 
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byte in the RTP data packet. All RTP packets belonging to the 
same video picture should have the same timestamp since they 
belong to the same sampling time. When the timestamp differs 
for two successive MAC frames, then a new video picture is 
detected and the MAC layer should contend for accessing the 
channel before transmission. This introduces some traffic 
fairness among different sessions.  

IV. PERFORMANCE EVALUATION 

In this section, we present the performance evaluation of the 
bandwidth guarantee mechanism based on adaptive frame 
group size. For this evaluation, we performed real experiments 
using an experimental test-bed. The proposed mechanism is 
implemented in Madwifi driver [10] which is an open-source 
driver for wireless cards based on Atheros chipset. Figure 3 
shows the experimental test-bed composed of one 802.11 
Access Point (AP) and two wireless stations (STA1 and 
STA2). The physical rate of the 802.11 network is limited to 
5.5 Mbit/s.  STA1 transmits video stream to the AP using 
VLC software [11]. The STA2 does not use the frame 
grouping mechanism and it transmits to the AP a UDP or TCP 
concurrent streams using Iperf software [12]. 

Video stream 

STA1 

AP 
UDP/TCP 

concurrent stream STA2 

Figure 3 : Experimental test-bed 

The performance evaluations are organized in two parts. In the 
first part, we compare the adaptive frame group size to a fixed 
group size (i.e 802.11 TXOP). In the second part, we assess 
the capability of our mechanism to grantee the bandwidth of 
video stream with different rates for the concurrent stream.  

For the first part of experiments, we used two video sequences 
(type: MPEG-4, resolution: 352x288, structure: 
IBBPBBPBBPBB, 25 fps). Table 3 gives the rest of the two 
video characteristics.  

 Video 1 Video 2 

Throughput average 860 Kbits/s 1252 Kbits/s 
Average packet number for   

I-Picture 11 14 

Average packet number for 
P-Picture 4 6 

Average packet number for 
B-Picture 2 3 

Table 3 : Video characteristics 

Using these two video sequences, we have performed a 
comparative study according to the test plane described in 
Table 4. Each test was repeated 10 times and averages were 
calculated form the obtained results. 

Test Grouping strategy Video UDP (STA2) 

Without Frame grouping Test1 
Group Size=2 Test2 
Group Size=3 Test3 Video 1 900 Kbits/s 
Group Size=5 
Adaptive Frame Group Size (our 

Test4 

Test5 proposal) 
Without Frame grouping Test6 
Group Size=3 Test7 

Video 2 500 Kbits/s 
Adaptive Frame Group Size (our 
Group Size=5 Test8 

Test9 proposal) 
Table 4: Tests Plane  

Figure 4 and Figure 5 show respectively the average 
throughput and the average loss achieved by the transmission 
of video 1. Figure 6 and Figure 7 show the same results for 
video 2. From these results, we can see clearly that a fixed 
group size can’t satisfy the need of video throughput. For 
example, the group size equal to 3 frames allows the video 1 
to get a sufficient bandwidth at the wireless channel since the 
video 1 doesn’t undergo packet loss (Figure 5). However, the 
same group size doesn’t allow the video 2 to take up the 
required bandwidth at the wireless channel to cancel the loss 
(Figure 7). In the other side, the proposed solution (Test 5 for 
video 1 and Test 9 for video 2) adapts the channel occupation 
according to the video throughput and cancel the loss for the 
two videos sequences.  

Figure 4 : Average throughput for test1 to test5 of video 1 

Figure 5 : Average loss ratio for test1 to test5 of video 1 
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Figure 6 : Average throughput for test6 to test9 of video 2 
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Figure 8 : Average loss ratio for video stream
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Figure 9 : Received average throughput for video stream
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performance of our bandwidth guarantee scheme with 
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different constant bit rates: 0.5 Mbit/s, 1 Mbit/s, 1.5 Mbit/s, 2 
Mbit/s, 2.5 Mbit/s, 3 Mbit/s. For each rate, we perform two 

10

scenarios: 0


 0  0.5  1  1.5  2  2.5  3  3.5
 

Transmitted UDP rate (Mbit/s)
• Scenario 1: We use a standard system without any 
bandwidth guarantee at the STA1	 Figure 10 : Average loss ratio for raw-UDP stream

Scenario 1
 
Scenario 2
 

• Scenario 2: Bandwidth guarantee scheme is employed at 3.5

STA1 
The characteristics of the video sequence (type: MPEG-4, 
resolution: 352x288, structure: IBBPBBPBBPBB, 25 fps) 
transmitted by the STA1 are resumed in Table 5.
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Average packet number for 11P-Picture
 
Average packet number for 
 6B-Picture 

Table 5 : Video characteristics 

Figure 8 (resp. Figure 10) and Figure 9 (resp. Figure 11) 
depict respectively the average loss ratio and the received 
average throughput for video stream (resp. raw UDP streams) 
for each test with a specific transmitted UDP rate presented at 
the x-axis. 

0

 0	  0.5  1  1.5  2  2.5  3  3.5
 

Transmitted UDP rate (Mbit/s)
 

Figure 11 : Received average throughput for raw-UDP stream 

With a concurrent UDP stream of 0.5 Mbit/s, we see in these 
results that both raw-UDP and video stream are transmitted 
correctly without any loss. However, the difference between 
the two scenarios can be noticed with raw-UDP rate of 
1Mbit/s and more. In scenario 1, video loss ratio increases (see 
Figure 8) and its received throughput decreases (see Figure 9), 
while the raw-UDP stream doesn’t undergo loss until 1.5 
Mbit/s (see Figure 10 and Figure 11). However, in scenario 2, 
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we can notice that video throughput is guaranteed at the 
expense of raw-UDP stream. Thus, loss ratio for raw-UDP 
stream is higher in scenario 2 compared to scenario 1 (Figure 
10). We can see also the consequent on the received 
throughput compared to transmitted throughput in the network 
(Figure 11). Therefore, it is clear from these results that our 
scheme increases bandwidth guarantee for video stream by 
adjusting the channel occupation according to the video 
transmission rate and independently from the concurrent 
stream rate. 

The same results were obtained with a concurrent TCP 
streams which are summarized in Table 6. 

Scenario 1 Scenario 2 
TCP 

stream 
Video 

Stream 
TCP 

stream 
Video 

Stream 
Loss ratio (%) / 25.1% / 0% 
Throughput

(Mbit/s) 1.88 Mbit/s 1.74 Mbit/s 1.28 
Mbit/s 

2.35  
Mbit /s 

Table 6: Tests results with concurrent TCP stream 

V.	 CONCLUSION 

In this work, we have proposed a bandwidth guarantee scheme 
which allows enhancing the priority of the video stream over 
802.11 wireless networks. Our mechanism is implemented at 
MAC-layer and it is traffic-aware. It allows sending a group of 
MAC frames belonging to a particular video picture in burst 
mode. Performance evaluations of the proposed mechanism 
for video streaming service show a considerable enhancement 
of the overall received video quality in term of bandwidth 
guarantee and packet loss reduction. Furthermore, our scheme 
avoids the monopolization of the wireless channel access by 
releasing the channel after sending the particular group. The 
results show the added value of our proposal comparing with a 
fixed group size (TXOP in 802.11e). They show also the 
effect of our proposal on UDP and TCP concurrent streams for 
providing traffic differentiation compared to 802.11e model. 

VI. REFERENCES 

[1]	 Y. Xiao and J. Rosdahl, “Throughput and delay limits of IEEE 
802.11,”IEEE Commun. Lett., vol. 6, no. 8, pp. 355–357, Aug. 
2002. 

[2]	 IEEE 802.11, IEEE Standards for Information Technology --
Specific Requirements -- Part 11: Wireless LAN Medium 
Access Control (MAC) and Physical Layer (PHY) 
Specifications, Edition (ISO/IEC 8802-11: 1999), 1999. 

[3]	 Haratcherev, J. Taal, K. Langendoen, R. Lagendijk and  H. Sips, 
“Automatic IEEE 802.11 rate control for streaming 
applications”, Wireless Communications and Mobile 
Computing, Vol 5, pp.412-437, 2005. 

[4]	 Yang Xiao, "IEEE 802.11 performance enhancement via 
concatenation and piggyback mechanisms", IEEE Transactions 
on Wireless Communications, Volume 4, Issue 5, Page(s): 2182 
- 2192, sept 2005. 

[5]	 J.Tourrilhes, "Packet frame grouping: improving IP multimedia 
performance over CSMA/CA", IEEE International Conference 
on Universal Personal Communications ICUPC'98, Volume 2, 
Page(s):1345 - 1349 vol.2, Oct 1998. 

[6]	 S. Shakkotai, T. Rappaport, P. Karlsson, "Cross-layer design for 
wireless networks", IEEE Communications Magazine, vol.41, 
no.10, pp. 74-80, October 2003. 

[7]	 EunKyung Kim; Young-Joo Suh “ATXOP: an adaptive TXOP 
based on the data rate to guarantee fairness for IEEE 802.11e 
wireless LANs”, in IEEE VTC2004, Vol. 4, pp. 2678 – 2682, 
Fall. 2004 

[8]	 Min Li Huang, Seungbeom Lee, Sin-Chong Park “An adaptive 
EDCA TXOP with rate adaptation for QoS provision”, in 6th 
WSEAS International Conference on Instrumentation, 
Measurement, Circuits and Systems, pp. 13-18  2007. 

[9]	 Bheemarjuna Reddy T., John John P, Siva Ram Murthy C. 
“Providing Mac Qos For Multimedia Traffic In 802.11e Based 
Multi-Hop Ad Hoc Wireless Networks” In Computer Networks, 
Vol. 51,  Issue 1, Pp. 153 – 176, January 2007. 

[10] Multiband Atheros Driver for WIFI available at 
http://madwifi.org/ 

[11] VideoLan open source project available at 
http://www.videolan.org/vlc/ 

[12] Iperf tool available at http://dast.nlanr.net/Projects/Iperf/ 

2009 IFIP/IEEE Intl. Symposium on Integrated Network Management — Workshops 236 

http://dast.nlanr.net/Projects/Iperf


<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Gray Gamma 2.2)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Error
  /CompatibilityLevel 1.6
  /CompressObjects /Off
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJDFFile false
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.0000
  /ColorConversionStrategy /LeaveColorUnchanged
  /DoThumbnails true
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams true
  /MaxSubsetPct 100
  /Optimize false
  /OPM 0
  /ParseDSCComments false
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo false
  /PreserveFlatness true
  /PreserveHalftoneInfo true
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts false
  /TransferFunctionInfo /Remove
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
    /Algerian
    /Arial-Black
    /Arial-BlackItalic
    /Arial-BoldItalicMT
    /Arial-BoldMT
    /Arial-ItalicMT
    /ArialMT
    /ArialNarrow
    /ArialNarrow-Bold
    /ArialNarrow-BoldItalic
    /ArialNarrow-Italic
    /ArialUnicodeMS
    /BaskOldFace
    /Batang
    /Bauhaus93
    /BellMT
    /BellMTBold
    /BellMTItalic
    /BerlinSansFB-Bold
    /BerlinSansFBDemi-Bold
    /BerlinSansFB-Reg
    /BernardMT-Condensed
    /BodoniMTPosterCompressed
    /BookAntiqua
    /BookAntiqua-Bold
    /BookAntiqua-BoldItalic
    /BookAntiqua-Italic
    /BookmanOldStyle
    /BookmanOldStyle-Bold
    /BookmanOldStyle-BoldItalic
    /BookmanOldStyle-Italic
    /BookshelfSymbolSeven
    /BritannicBold
    /Broadway
    /BrushScriptMT
    /CalifornianFB-Bold
    /CalifornianFB-Italic
    /CalifornianFB-Reg
    /Centaur
    /Century
    /CenturyGothic
    /CenturyGothic-Bold
    /CenturyGothic-BoldItalic
    /CenturyGothic-Italic
    /CenturySchoolbook
    /CenturySchoolbook-Bold
    /CenturySchoolbook-BoldItalic
    /CenturySchoolbook-Italic
    /Chiller-Regular
    /ColonnaMT
    /ComicSansMS
    /ComicSansMS-Bold
    /CooperBlack
    /CourierNewPS-BoldItalicMT
    /CourierNewPS-BoldMT
    /CourierNewPS-ItalicMT
    /CourierNewPSMT
    /EstrangeloEdessa
    /FootlightMTLight
    /FreestyleScript-Regular
    /Garamond
    /Garamond-Bold
    /Garamond-Italic
    /Georgia
    /Georgia-Bold
    /Georgia-BoldItalic
    /Georgia-Italic
    /Haettenschweiler
    /HarlowSolid
    /Harrington
    /HighTowerText-Italic
    /HighTowerText-Reg
    /Impact
    /InformalRoman-Regular
    /Jokerman-Regular
    /JuiceITC-Regular
    /KristenITC-Regular
    /KuenstlerScript-Black
    /KuenstlerScript-Medium
    /KuenstlerScript-TwoBold
    /KunstlerScript
    /LatinWide
    /LetterGothicMT
    /LetterGothicMT-Bold
    /LetterGothicMT-BoldOblique
    /LetterGothicMT-Oblique
    /LucidaBright
    /LucidaBright-Demi
    /LucidaBright-DemiItalic
    /LucidaBright-Italic
    /LucidaCalligraphy-Italic
    /LucidaConsole
    /LucidaFax
    /LucidaFax-Demi
    /LucidaFax-DemiItalic
    /LucidaFax-Italic
    /LucidaHandwriting-Italic
    /LucidaSansUnicode
    /Magneto-Bold
    /MaturaMTScriptCapitals
    /MediciScriptLTStd
    /MicrosoftSansSerif
    /Mistral
    /Modern-Regular
    /MonotypeCorsiva
    /MS-Mincho
    /MSReferenceSansSerif
    /MSReferenceSpecialty
    /NiagaraEngraved-Reg
    /NiagaraSolid-Reg
    /NuptialScript
    /OldEnglishTextMT
    /Onyx
    /PalatinoLinotype-Bold
    /PalatinoLinotype-BoldItalic
    /PalatinoLinotype-Italic
    /PalatinoLinotype-Roman
    /Parchment-Regular
    /Playbill
    /PMingLiU
    /PoorRichard-Regular
    /Ravie
    /ShowcardGothic-Reg
    /SimSun
    /SnapITC-Regular
    /Stencil
    /SymbolMT
    /Tahoma
    /Tahoma-Bold
    /TempusSansITC
    /TimesNewRomanMT-ExtraBold
    /TimesNewRomanMTStd
    /TimesNewRomanMTStd-Bold
    /TimesNewRomanMTStd-BoldCond
    /TimesNewRomanMTStd-BoldIt
    /TimesNewRomanMTStd-Cond
    /TimesNewRomanMTStd-CondIt
    /TimesNewRomanMTStd-Italic
    /TimesNewRomanPS-BoldItalicMT
    /TimesNewRomanPS-BoldMT
    /TimesNewRomanPS-ItalicMT
    /TimesNewRomanPSMT
    /Times-Roman
    /Trebuchet-BoldItalic
    /TrebuchetMS
    /TrebuchetMS-Bold
    /TrebuchetMS-Italic
    /Verdana
    /Verdana-Bold
    /Verdana-BoldItalic
    /Verdana-Italic
    /VinerHandITC
    /Vivaldii
    /VladimirScript
    /Webdings
    /Wingdings2
    /Wingdings3
    /Wingdings-Regular
    /ZapfChanceryStd-Demi
    /ZWAdobeF
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 150
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages false
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /ColorImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 150
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages false
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /GrayImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 600
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /Description <<
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e55464e1a65876863768467e5770b548c62535370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc666e901a554652d965874ef6768467e5770b548c52175370300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /DAN <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>
    /DEU <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>
    /ESP <FEFF005500740069006c0069006300650020006500730074006100200063006f006e0066006900670075007200610063006900f3006e0020007000610072006100200063007200650061007200200064006f00630075006d0065006e0074006f0073002000640065002000410064006f00620065002000500044004600200061006400650063007500610064006f007300200070006100720061002000760069007300750061006c0069007a00610063006900f3006e0020006500200069006d0070007200650073006900f3006e00200064006500200063006f006e006600690061006e007a006100200064006500200064006f00630075006d0065006e0074006f007300200063006f006d00650072006300690061006c00650073002e002000530065002000700075006500640065006e00200061006200720069007200200064006f00630075006d0065006e0074006f00730020005000440046002000630072006500610064006f007300200063006f006e0020004100630072006f006200610074002c002000410064006f00620065002000520065006100640065007200200035002e003000200079002000760065007200730069006f006e0065007300200070006f00730074006500720069006f007200650073002e>
    /FRA <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>
    /ITA (Utilizzare queste impostazioni per creare documenti Adobe PDF adatti per visualizzare e stampare documenti aziendali in modo affidabile. I documenti PDF creati possono essere aperti con Acrobat e Adobe Reader 5.0 e versioni successive.)
    /JPN <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>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020be44c988b2c8c2a40020bb38c11cb97c0020c548c815c801c73cb85c0020bcf4ace00020c778c1c4d558b2940020b3700020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken waarmee zakelijke documenten betrouwbaar kunnen worden weergegeven en afgedrukt. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /PTB <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>
    /SUO <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>
    /SVE <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>
    /ENU (Use these settings to create PDFs that match the "Recommended"  settings for PDF Specification 4.0)
  >>
>> setdistillerparams
<<
  /HWResolution [600 600]
  /PageSize [612.000 792.000]
>> setpagedevice


